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Anuta Networks Overview

HQ in SF, with operations in India,
Japan, UK, ANZ and Asia-Pac.

Closed-Loop Automation that delivers
Assurance, Telemetry and Orchestration for
Multi-Vendor, Multi-Domain Networks.

delstra COMMUNICATIONS @

Target Customers

@ NTT AT @}f@ Telco, SP, MSP, CSP, Financial Services, Retall,

................. Transportation

HITACHI neustar 22 JAPAN POST

Network Domains
IP/MPLS Core, Data Center, WAN
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Customer

A leading financial
services provider in US

Delivers real-time
information to global
banks
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Customer Profile & Requirements

Wants

Performance & Latency
Optimization

Network Capacity
Planning

SLA Compliance
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Using

Streaming Telemetry
Collection

Real-Time Network
Analytics

Closed Loop Automation




Customer Requirements

Functional Latency

- Ingest, Aggregate & Normalize * Network Changes are notified to
applications < 500 ms

» Analyze Metrics, Visualization, 0 :
y * Response to Application Queries <

API integration
10 ms
VTR Ele [EEEEe s + Streaming Interval - 1sec

» TSDB precision in us

Scale Platform

» Thousands of Devices * No SPOF
 Millions of Interfaces + Multi-Vendor

« Retain and Visualize metrics for 1 . O.pen Stanqlards
year + Single admin console

» Geo-Distributed Deployments

anuta netwarks © 2018 Anvta Networks. All Rights Reserved. Confidentiall.



Closed Loop Automation - Interface Flapping

- Business Intent § ATOM Policy Module
Predict and Minimize downtime during Interface flaps. | + Configure Sensors

» Configure Frequency

ATOM Collector
ATOM Reporting Engine * Collects Telemetry Stream
» Dashboards and Reports / \ » Decodes Telemetry

with KPls e Storesin TSDB

ATOM Remediation Engine
* Raise Alarm
» Enforce Policy through Orchestration

ATOM Correlation Engine
* If#Flaps < 2 in 60 mins => Alarm
* If#Flaps > 4 in 10 mins => Shut Neighbor
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Anuta ATOM Architecture
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ATOM Services
Presentation
Service

Tomcat
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HAProxy
Tomcat

kubernetes

Cluster
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Micro Services

Core Services

Analytics & Visualization
Reporting, Query
Service Manager
Config Mgr

Inventory Mgr

Collector (On-prem or Remote)
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3" Party Service

/

' amaz
¢ amazon

Microsoft
Azure
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Distributed Cluster

& Telemetry

t

TSDB
Database

Config %

SNMP %
SNMP Trap Network

Syslog _Infrastructure

AMQP %
Telemetry

(gRPC, TCP, UDP)

Config, Oper

@

NMS, Controllers

Million+ Devices
Layered & Model driven
Assurance & Analytics

Multi-Vendor — 45+ Vendors

ATOM Management

Visualization
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Deployment Architecture

Grafana ' ATOM Portal J Other Clients J

Highly Available Deployment

Dallas DC i 1 Boston DC » Geo-Distributed
APl GW & Proxy
y * No SPOF
‘ ATOM Core [T M AL} ATOM Core
i Sync i
Policy DB Policy DB
§3 kafka ﬁ §S kafka
Sync
ATOM Collector J ATOM Collector J
Proxy
kubernetes kubernetes )
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On-board Device to ATOM

America v Search device by name
] Resources

&) Collection

l#* Assurance

el Tenants & Services

B Reports

& Monitoring

@ Administration

>_ Developer Tools
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On-board Device to ATOM

Dashboard
B Resources
B Collection
B Assurance

#h Tenants & Services

2 Reports

@ Monitoring
©f Administration

© Developer Tools
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[# Edit = Delete X Refresh [E) Export @ [=TaskLog [=) Access Control

DETAILS Attributes
@, Class-Maps Agent-ld
% Dns-Server Credential-Set

9 Generic-Interface Lists

%, Hostname
Device-Family-String
%, Interfaces

Id
% Local-Credentials
S Policy-Maps Management-Made
Prefix-Sets.
% Name
S Psueda-Wire
9 Routepolicies Ostype-String
Snmj
S Snmp Platform
%, Static-Routes
% Telemetry Status
9 Virfs
Sys-Objectld
<
OTHERS Unique-Name
% Alarms

ResourcePath

S Unpravisioned Configuration
G, Capacities

%, Config-Archive

S L2-Neighbors

9 Reconciliation-Policy

default_agent

restasr

Cisco ASR 9000

172.16.5.221

MANAGED

Telemetry_ASRS001.anutacorp.com

10SXR

6.1.3|Cisco ASR 9001|Ciseo ASR 9000|I0SXR|Cisco Sys
tems

ONLINE

136141911639

172.16.5.221

/[controllerdevices/device=172.16.5.221
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Config-Parse-Status

Device-Capability

Device-Type

Manage-By-Management-
Station

Mgmt-lp-Address

Os-Version

Owner

Shared-With

SysDeser

SysUp Time

Vendor-String

PULL_FAIL

ospfrouting, layer-3-router, config-archive, cdp, telemetr
wh tve, snmp, syslog bundle-e
ther, Memory, CPU, Health, Workload, Utilized Capacity,
13-vpn

Cisco ASR 9001

false

172.16.5.221

Cisco [0S XR Software (Cisco ASRSK Series), Version
6.1.3[Default]
Copyright (c) 2017 by Cisco Systems, Inc

system

all

Cisco 105 XR Software (Cisco ASRIK Series), Version
6.1.3[Defaul]
Copyright (c) 2017 by Cisco Systems, Inc.

31 days, 23:30:46.91

Cisco Systems



Select Pre-Defined Telemetry Sensors

Dashboard

Edit Telemetry Collection

[T Resources

© Collection Hamee Devices isplaying ([l m Selecied2 C
" DEMO-onug Search Q
Telemetry Platforme & 1p Address

SNMP Trap 10S-XR v 172.16.18.176
) 172.16.18.180
Collections Report o Transport Type Packet-Encoding
|#* Assurance ) E 1cp P celf-describing-geb abbotictidd
n 172165221
& Tenants & Services Disable-Cla Sensor-Path-As-Measurement
& Repes Sensors bisplaying B secceer
= Monitoring interface/latest/data-rate X
& Administration I Device Model Path
>_ Developer Tools O Cisco-I0S-XR-infr d-oper:infi tics/interfaces/inter! |atest/data-rate/peak-input-packet-rate a
O Cisco-l0S-XRHnf d f face/I d /peak d
O Cisco-I0S-XRinfra-statsd. fi latest/d inputoad
O Cisco-10S-XRinf d-operinfra-statist face/latest/d finput-d
O Cisco-10S-XRinfra-statsd fra-statistics/interfaces/interface/1 te/bandwidth
O cisco-10S-XR-inf d fra-stat terf: terface/l d put-pack
O cisco-0¢ f d- terface/|; d peak-output-pack
O Cisco-I0S-XR-infr d-oper:inft tist [ d: /output-packet-rate
IT‘ Cisco-I0S-XR-inf tsd-oper:infi L d: v
Depth of collection Data filterings
Collect only interested data
A deny-all v
Frequency Data Retention
0 0 0 0
Hours Minutes  Seconds Hours Days
° Data Filtering oisplaying (i
O xpath Subtree Filter Type
O ciscol i d-oper terf: terface/latest/d: load I false permit
O Cisco-10S-XRinfra-statsd-oper:infra-statist latest/d input-ioad false permit
O Ciscol0S-XRnf d-oper:infi face/latest/data-rate/input-data-rat false permit
[ Cisco-I0S-XRiinfi d latest/data-rate/bandwidt false permit
1 Cisco-I0S-XRinfra-statsd. fra-statist latest/d freliability false permit
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Visualization & Latency with Grafana

Interface Utilization

et i

2018-09-26 15:52:22.261
854 Bps
579 MBps

Agent To Influx Latency Max Agent To Influx Min Agent To Influx

W to Telemerry E

Device to time-series db time Max value for Device to Influxdb Max value for Device to Influxdb

= t_engine_processng mesn M
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Test Results - Latency

Grafana | ATOM Portal J Other Clients J » Latency from Device to App < 100ms

+ Collector — 0.5 ms
Dallas DC l Boston DC

- KafkalLag Time — 91 ms
API GW & Proxy
N - ATOM Telemetry Engine - 7.6 ms
ATOM Core Influx DB Sync Influx DB ‘
Sync
Policy DB Polucy DB

HF §8 kafka M §€ kafka

Sync

ATOM Collector J ATOM Collector J

} kubernetes / \ & kubernetes

ASR 9K
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Anuta ATOM Delivers

Fast and Responsive

anuta netwasrks

Network

bl JuNIPEr

c I s c o NET RKS
ARISTA | qgpaod® tg

Multi-vendor Support Fully Redundant
Design
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Open Standard




Why Anuta ATOM ?

services

Vendor

Agnostic

Standards
compliant

anuta netwasrks

« Analytics, Reporting, Remediation and Assurance

» Scales to Million + Devices

» Support for 45+ vendors

» Multi-Cloud - AWS, GCP, Azure, Private/Hybrid Cloud

* |IETF YANG, IETF NACM, and MANO alignment




Additional Resources

= Live Demo - Drop by our Booth

= Data Sheet & Case Study — https://anutanetworks.com

=  Email - info@anutanetworks.com

= LinkedIn - https://www.linkedin.com/company/anuta-networks/
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