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Anuta ATOM Platform

A Comprehensive Unified

Automated

Onboarding & o \ S O I Utl O n

Management

that delivers

Assurance, Telemetry and
Orchestration

for

. Multi-Vendor, Multi-Domain Networks.
Proactive

SLA Compliance




Anuta Networks Overview

HQ in SF, with operations in India,
Japan, UK, ANZ and Asia-Pac.

Closed-Loop Automation that delivers
Assurance, Telemetry and Orchestration for
Multi-Vendor, Multi-Domain Networks.

delstra COMMUNICATIONS @

Target Customers

@ NTT AT @}f@ Telco, SP, MSP, CSP, Financial Services, Retall,

................. Transportation

HITACHI neustar 22 JAPAN POST

Network Domains
IP/MPLS Core, Data Center, WAN
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Low Code Automation with Workflow

@ Utom Workflow Engine
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Increase Efficiency & Productivity

Service/Device Show, Config Analytics Alerts &
APIs Diagnostics Notifications
| Telnet SSH API NETCONF REST APIs I

‘ Multi-Vendor Physical & Virtual Infrastructure + NMS, OSS & Other I




Configuration & Compliance Management

ATOM Policy Editor
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ATOM Compliance Engine Reports

Policy Management

A Alerts

Alert

Management

ATOM Collecting & Provisioning Engine

45+ Vendors Multi-Cloud

L ~XJ
@ Notifications

o], ;
cisco 2 Vipela 0 aws A\ Azure
Juniper (& o

NETWORKS

Easily Define Complex Policies

Always-on Compliance Enforcement

Preserve Device Configurations

Detailed Audit Reports



Telemetry and Real-Time Analytics

Analytics

Real-Time data
availability

Streaming Data
Records &
Processing

Collection
from
Disparate

Grafana
Custom Reports

Integration Support

Scalable
Precise Alerting

Micro-second granularity

Faster query res

Closed Loop Automation,

Trend Visualization
Actionable Insights

Third-party dashboards
Real-Time & Historical
reporting
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Model-driven  gyvp  sysLog SNMP Traps  sFlow  NetFlow
Telemetry

Multi-Vendor Infrastructure

Monitor with Single Pane of
Glass

Design Self-Healing Network

Integrate with external databases

Customizable Dashboard



Closed Loop Automation — BGP Neighbor Flapping

ATOM Reporting Engine
» Dashboards and
Reports with KPIs

BGP Peers

ATOM Policy Module
» Configure Sensors
» Configure Frequency

ATOM Collector
Collects Telemetry
Stream
Decodes
Telemetry
Stores in TSDB
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ATOM Remediation
Engine

* Raise Alarm
» Enforce Policy through
Orchestration
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ATOM Correlation Engine

If #Flaps < 2 in 60 mins
=> Alarm

If #Flaps > 4 in 10 mins
=> Shut Neighbor

Meet Your Customer SLAS

Eliminate Downtimes

Reduce MTTR, Increase Efficiency

Reduce OPEX



Supported Vendors

Catalyst 2900, 3560, A ES EB Cisco APIC
3600X, 3750, 4K, 6500 Module WAAS. S MME*, P/S-GW, Cisco
Nexus 1K, 2K, 3K, 5K, SRE WAN E-va 10 WLC 2500, 5500

7K, 9K, UCS FI B ACS, VNMC

ASR 9K,1K, 7600
],

CISCO ISR - 800, 1800,

2800, 2900, 3800

EX Series Switches,
JuniPer N S QFX, Q Fabric VGW, SRX, Virtual NFX 250,

NETWORKS 480, MX-960 System SRX, NetScreen ContraiI/CSO, JUNOS
(DC Network Fabric) Space
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VIPRION 2400

VDX 8770, Fastlron, Biglron
series, SteelApp,vEPC, 6900,
8900, VDX 6700 series,
ProxySG

Panorama — PA & VM

. Fortigate 3140, 3140B
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Security Gateway, R77, 5800, 5900, 600, 12500,

10500, 7500 series, HP IPAM & DNS ITSM
Helion, HP DCN, VSR 1000

R80 Security Gateway NetScaler MPX, SDX
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Case Study — Cloud DDoS Mitigation neustar siTePROTECT
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ATOM helped with 24/7 network availability, speed of incident response & visibility to

provide assurance during DDoS attacks.

- Mathew Wilson, Director of Network Engineering at Neustar
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Case Study — Global Financial Services Provider

Network Capacity Mgmt Performance & Latency

Latency-to-Topology Mapping
Ports Available for sale

Port sold /week/month
Chassis — Capacity Vs Throughput

Latency to metro, sub-sea, inter-region
Application slowness detection
Interface Queue Depth

OSS/BSS
NOCC ~__
Syslog
sFlow
PCEP Streaming
R SNMP Telemetry

Closed Loop Automation Predictive Analytics

Integration with PCEP
(Re)Provision based on Latency, Encryption,
Best Effort, Security etc.,

Predictive Analytics
Traffic Patterns & Anomaly detection

Anuta ATOM standardizes telemetry across disparate data sources & vendors to

build a next-gen network analytics platform.

- Manager, Global Network Architecture.
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Why Anuta ATOM 2

services

Vendor

Agnostic

Standards
compliant

anuta netwasrks

« Automation, Analytics, Remediation and Assurance

« Auto-Scale to Thousands of Devices

» Support for 45+ vendors

» Multi-Cloud - AWS, GCP, Azure, Private/Hybrid Cloud

* |IETF YANG, IETF NACM, and MANO alignment




Wrap-Up

=  https://anutanetworks.com/packetpushers
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Thank You

For Watching Anuta ATOM Overview Demo in Packet

Pushers Virtual Design Clinic

Hurry!! Register now to get your FREE T-Shirt

(Limited to the First 30 registrants only)

You will also like...

o
.
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What makes ATOM Platform so special? Watch the ATOM Platform in action Learn about our happy customers
Learn more on Anuta ATOM View Demos Read Case Studies
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